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ESTUDO DE CASO: INTEGRACAO DA GUERRA
ELETRONICA, CIBERNETICA E ESPACIAL

Andlise da Operacdo Absolute Resolve: como a convergéncia cibernética, eletronica e
espacial redefine a guerra de precisdo e oferece licoes cruciais para a defesa e
contrainteligéncia do Brasil no século XXIL.
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Imagem meramente ilustrativa, gerada por inteligéncia artificial.

“Si vis pacem, para bellum” (“Se queres paz, prepara-te para a
guerra”) — Publius Flavius Vegetius Renatus, em “De re militari”
(“Sobre Assuntos Militares”).

ste artigo analisa genericamente a Operacdo “Absolute Resolve”, conduzida
pelas Forcas de Operacdes Especiais (SOF) dos EUA em 3 de janeiro de 2026,
como um estudo de caso paradigmatico de Operagdes Multidominio (MDO,
Multi Domain Operations). O estudo detalha como a convergéncia de capacidades
cibernéticas, eletrnicas e espaciais permitiu a captura cirurgica de alvos de alto valor
(HVT, High Value Target) em Caracas, Venezuela, sem baixas aliadas. Através de um
design de pesquisa focado na doutrina militar contemporanea, o artigo discute a
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neutralizacdo de Sistemas de Defesa Aérea Integrada (IADS, Integrated Air Defense
Systems) por meio de “corredores cibernéticos”, o uso de geointeligéncia (GEOINT) e a
inovacdo no uso da forga policial como instrumento de poder militar.

Conclui-se que a opera¢do inaugura uma nova era de guerra de precisdo, onde a
superioridade informacional precede e viabiliza a a¢do direta com licdes primordiais
para o Brasil.

INTRODUCAOQ: UM NOVO PARADIGMA AMERICANO

Nas primeiras horas de 3 de janeiro de 2026, a Operacdo Absolute Resolve redefiniu os
limites das operacdes especiais modernas. A captura de Nicolas Maduro e Cilia Flores
no Complexo Militar de Forte Tiuna ndo foi apenas um triunfo tatico de acgdo direta,
mas o resultado de uma orquestracdo sem precedentes entre os dominios espacial,
cibernético e eletronico. Este evento marca a transi¢do definitiva para a Guerra de
Mosaico, onde a destruicdo total do inimigo € substituida pela desarticulacdo funcional
de seus sistemas de comando e controle (C2).

Segundo a doutrina de operacdes conjuntas do Ministério da Defesa, as acdes de
comando compreendem a captura de pessoas ou bens, sendo portanto, uma acdo direta
com base em nossa doutrina.

Em nossa consultoria de inteligéncia, estas acgdes de forcas especiais fornecem
elementos cruciais para o planejamento de contrainteligéncia para empresas e
governos, dai nosso interesse em dedicar tempo e publicar apenas o que pode ser
publicado.

METODOLOGIA (DESIGN DE PESQUISA)

O artigo utiliza um design de Estudo de Caso Analitico-Doutrindrio, estruturado em trés
partes:

a) Analise de Integracdo Multidominio (MDO): Avaliacdo de como os dominios
espacial e cibernético criaram as condi¢des para a manobra terrestre.

b) Revisdo de Doutrina: Aplicacdo dos conceitos de “corredores de superioridade” e
“supressdo cibernética de defesas aéreas” (C-SEAD, Counter-Suppression of Enemy Air
Defenses, ou Contra-Supressdo das Defesas Aéreas Inimigas).
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¢) Analise SWOT da Operacao: Mapeamento das forcgas e vulnerabilidades do modelo
executado.

TRIANGULACAO ESPACO, CIBERNETICA E ELETRONICA

Pelo que é possivel deduzir de videos e reportagens de fontes abertas, a operacao
americana com forgas especiais foi viabilizada pela sincronizacdo de trés pilares
tecnologicos e de inteligéncia:

Dominio Espacial e Geointeligéncia (GEOINT): E fora de ddvida que o uso antecipado
de inteligéncia satelital permitiu o mapeamento meticuloso do “padrdo de vida” dos
alvos. O emprego de drones de alta altitude, como o RQ-170 Sentinel, forneceu
vigilancia e reconhecimento (ISR, Intelligence, Surveillance, Reconnaissance)
persistentes, enquanto a geointeligéncia transformou a geografia montanhosa de
Caracas em uma vantagem tatica para a infiltracdo de helicopteros americanos, de
forma precisa e abaixo dos radares.

Guerra Cibernética e “Cegueira” de Radares: Pelo que se infere, a doutrina
americana aplicada ndo buscou somente a destruicdo fisica dos radares venezuelanos,
mas a criacdo de corredores cibernéticos. Operagdes multidominio altamente
sofisticadas “desabilitaram” os radares e neutralizaram as defesas antiaéreas por meio
de injecdo de dados e negacdo de servico (DDoS). Este método permitiu que as
aeronaves de assalto entrassem no espa¢o aéreo soberano sem disparar alertas nos
sistemas IADS.

Inteligéncia de Campo e Infiltracdo Técnica: Outro ponto operacional observado que
se pode presumir € a colaboracdo entre a CIA e informantes locais foi crucial para a
implantacdo de localizadores de precisdo extrema como um suposto relégio ganho de
alguém de confianca de Maduro. Estes dispositivos, capazes de operar em ambientes de
alta blindagem (bunkers), garantiram que a localizacdo do alvo fosse conhecida em
tempo real, superando barreiras fisicas que impedem ondas de radio convencionais.

ANALISE SWOT (FORGAS, FRAQUEZAS, OPORTUNIDADES E AMEACAS)

A andlise SWOT da Operacdo Absolute Resolve identifica como for¢as a sincronia
multidominio entre inteligéncia, comandos cibernéticos e forgas especiais que criou
“corredores cibernéticos” para neutralizar defesas, e a precisdo cirurgica que permitiu
captura de alvos sem baixas através de geointeligéncia satelital e dispositivos de
localizagéo.
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Analise SWOT da Operac¢ao

s R

FORCAS (Internas) © FRAQUEZAS (Internas) VAN
Sincronia Multidominio [IMPACTO: ALTO] Dependéncia Tecnolégica Critica [[MPACTO: ALTO]
Integracao entre SOF, agéncias de inteligéncia e A falha em um unico né (satélite ou link cibernético)
comandos cibernéticos. poderia comprometer toda a missao.
Documentar e replicar Implementar redundd@ncia urgente
Precisdo Cirdrgica [IMPACTO: ALTO] Complexidade de Planejamento [IMPACTO: MEDIO]
Captura de HVTs sem baixas militares ou danos colaterais Exige meses de ensaios e coleta de dados, limitando a
significativos. resposta a crises imediatas.
Manter e aperfeicoar Otimizar processos

J
OPORTUNIDADES (Externas) @ AMEACAS (Externas) Z}
Novo Método Policial-Militar [IMPACTO: ALTO] Escalada Geopolitica [IMPACTO: ALTO]
Uso da forga policial como instrumento de projecao de O uso de tais métodos pode incentivar rivais a
poder militar nacional. desenvolver contramedidas cibernéticas assimétricas.
Desenvolver e padronizar Monitorar e adaptar
Dissuasdo Tecnolégica [IMPACTO: MEDIO] Vulnerabilidade de Ativos Sensiveis [IMPACTO: ALTO]
Demonstragao de que bunkers e radares modernos Exposicdo de tecnologias sensiveis (drones e malwares)
podem ser contornados sem destruigao fisica. em territério hostil.
Demonstrar capacidades Fortalecer seguranga

Figura 1: Andlise SWOT da Operacdo Absolute Resolve.

As fraquezas incluem a dependéncia de ndé tecnoldgico unico (satélite ou link
cibernético) cuja falha comprometeria a operacao, e a complexidade de planejamento
que exige meses de preparacado, limitando resposta a crises imediatas.

Matriz de Priorizagao SWOT
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Figura 2: Matriz de Priorizacdo SWOT da Operacéo Absolute Resolve.
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Externamente, as ameacas abrangem a escalada geopolitica com adversarios
desenvolvendo contramedidas cibernéticas assimétricas e capacidades antissatélite,
além da vulnerabilidade de ativos sensiveis em territorio hostil com risco de
engenharia reversa.

J& as oportunidades externas residem no novo método policial-militar como
instrumento de projecdo de poder e na dissuasdo tecnoldgica mostrando que
fortificacbes modernas podem ser contornadas sem destruicdo fisica. A prioridade é
mitigar a dependéncia tecnologica através de redundancia em sistemas satelitais e
cibernéticos enquanto se capitaliza oportunidades metodoldgicas e se protegem ativos
sensiveis contra comprometimento.

DISCUSSAO: A DOUTRINA DE OPERAGOES CIBERNETICAS

Um ponto que podemos discutir e cada leitor pode com base em sua experiéncia
debater em grupo, é a aplicacdo pratica da C-SEAD. Ao invés de bombas cinéticas,
utilizou-se a alteracdo de localizagdo de alvos e a interrupcdo da cadeia de comando. Ao
explorar o tempo de reacdo do inimigo e sua pronta resposta, as forcas americanas
garantiram principios da guerra: surpresa, velocidade e concentracdo de massa no
ponto decisivo, bem como fatores de combate: movimento/manobra, seguranca,
inteligéncia e fogos.

Isto para nossas Forcas Armadas € decisivo para uma urgente revisdo dos protocolos de
contrainteligéncia e insercdo nos Jogos de Guerra do Ministério da Defesa e do Estado-
Maior Conjunto quanto as infraestruturas criticas e estratégicas nacionais.

LICOES PRIMORDIAIS PARA O BRASIL

De mais a mais, a operacdo americana de assalto para captura, embora um estudo de
caso hipotético de um adversario regional, oferece li¢cOes estratégicas inadidveis para o
Brasil e nossas Forcas Armadas, especialmente no contexto da defesa de infraestruturas
criticas dos poderes Politico, Energético e Econdmico. Sdo elas:

Soberania e Resiliéncia nos Dominios Cibernético e Espacial: A licdo primordial é
que a defesa nacional moderna é decidida no ciberespaco e no espaco. O Brasil deve
acelerar o investimento no desenvolvimento de capacidades de Guerra Cibernética e
Eletrdonica (G Ciber/GE) ofensivas e defensivas, garantindo a resiliéncia de nossos ativos
espaciais (satélites de comunicacdo e sensoriamento remoto) e infraestruturas criticas,
sempre com redundancia, dispersdo e protecdo contra misseis (ativos da Forca Aérea e
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da Marinha do Brasil). A capacidade de “cegar” ou desabilitar o inimigo ou proteger
seus proprios sistemas é o novo pré-requisito para qualquer manobra militar.

Integracdo Doutrinaria Multidominio (MDO): As For¢cas Armadas Brasileiras devem
transcender a simples coordenacao interforcas e buscar a integracdo doutrinaria total.
O planejamento de qualquer operacdo, seja terrestre, naval ou aérea, deve comecar
com a negacdo cibernética e eletronica do inimigo, garantindo que a superioridade
informacional seja estabelecida antes da manobra fisica.

Inteligéncia de Precisdo e GEOINT: Pode-se concluir sem margem para erros que a
tecnologia é inutil sem a inteligéncia de campo (HUMINT) de alta precisdo e a
capacidade de transforma-la em Geointeligéncia (GEOINT) acionavel. Destarte, o Brasil
deve investir paralelamente aos projetos estratégicos em andamento na integracdo de
dados de satélites e drones com as forcas operacionais, permitindo o mapeamento de
“padrdes de vida” e a localizacdo de alvos em ambientes complexos, como a selva
amazonica ou areas urbanas densas.

FORGAS ESPECIAIS COMO VETOR DE PROJEGAO TECNOLOGICA

Outro ponto nevrdalgico é que as forcas especiais brasileiras (Comandos e Forcas
Especiais) devem ser empregadas como o principal vetor para a aplicacdo de poder em
cenarios de guerra irregular e de alto risco. Elas devem ser o foco da integracdo
tecnologica multidominio, utilizando a discricdo e a precisdo para aplicar o poder
cibernético e eletronico no ponto de impacto tatico, como se tem visto nas guerras
modernas pela Russia e Israel.

A GUISA DE CONCLUSAOQ

Isto posto, temos que a Operacdo Absolute Resolve serve como o “padrdo-ouro” para as
operagdes especiais da década de 2030. Digna de nota é a integracdo da guerra
eletrdonica, cibernética e espacial ndo mais como suporte, mas como espinha dorsal da
manobra militar.

A capacidade de “cegar” o inimigo e capturar alvos em seus redutos mais protegidos
demonstra que a geografia e a fortificacdo fisica sdo secundarias a superioridade no
dominio da informacao.

Para o futuro, o desafio reside na manutencdo dessa vantagem tecnoldgica frente a
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adversarios que buscam a paridade cibernética. Temos ai uma licdo para o Brasil:
mesmo com diversos projetos estratégicos em andamento, é necessario buscar verbas
“secretas” para projetos também “secretos” que busquem sobrepujar eventuais
poténcias nucleares.

Para nos brasileiros, independe do governo o é€xito em uma operacdo militar: nos cabe
identificar oportunidades e ameacas e buscar a defesa da soberania do pais
independentemente do Poder Publico, seja no campo académico, nas audiéncias
publicas, seja recorrendo a participacdo popular nos assuntos de defesa, como disposto
na Politica Nacional de Defesa.
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